MedicdyHapooHbill HayuHo-uccaedosamenbckull JcypHan = Ne 2 (164) = despanb © Asrops! ctateH / Authors of the article

YI'O/JIOBHO-TITPABOBBIE HAYKI/CRIMINAL LAW SCIENCES

DOTI: https://doi.org/10.60797/IRJ.2026.164.34
MPECTYITHBIN ITOTEHIVAJI JUII®EVNKA B COBPEMEHHOM MUPE
Hayunas crarbst

Tapanuna E.JI.>*
! BiiaguMUpCKUiA roCyjapCTBeHHbINA YHUBEPCUTET MuMeHH AnekcaHzipa ['puropseBuua 1 Hukonas I'puropresrya CTO/IETOBBIX,
Bnagumup, Poccuiickas @epepanust

* Koppecrnonzaupytoimii aBrop (ekaterina.garanina0O5[at]mail.ru)

AHHOTanMs

Crarbsi TIOCBSIIL{eHa YTOJIOBHO-TTPAaBOBOMY aHA/IN3y UCIOJIb30BaHUSI TEXHOIOTHH AUTIQEHKOB B MPeCTYIHOM /1esiTe/TbHOCTH
B YCIOBMSX LM(PPOBU3alMM OOLIECTBEHHBIX OTHOIIEHWH. PaccMmaTpuBaeTCss KPUMHHOTEHHBIN IIOTEHLMa/l TeXHOJIOTHM
ek, OTMeuaeTcsi OTCYTCTBHE C(hOpMUPOBABIIENHCs CyZieOHOM MPAKTUKY, UTO 00yC/IOBIUBAET CJIOXKHOCTH KBaTU(PUKALH.
AHanmM3UpyIOTCA OCHOBHBIE HAMpAaB/IeHUs MPECTYIHOro MpuMeHeHus AurerkoB, BKIHOUas 00X0[ CcHCTeM OMOMETpUUECKOM
WAeHTUPUKALIN, WCIOh30BaHWe MEeTOIOB COL[MA/TIbHONM WHKEHepUM U CO3[jaHHhe KOMIIPOMETUPYIOIINX MaTepHasioB.
BBISB/ISFOTCST  K/TtOUeBble MPOOJIeMBbl  YTOMOBHO-TIPAaBOBOM  per/iaMeHTalliy, CBsi3aHHble C KBalu(uKauued JesHUd u
JlOKa3bIBaHWeM, (hOpPMY/IHUPYIOTCS TIPeI/IO’KEHHS 110 COBEPIIeHCTBOBAHMIO /IeHCTBYIOIIET0 3aKOHO/[aTe/IbCTBa.
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Abstract

The article is devoted to the criminal law analysis of the use of deepfake technologies in criminal activity in the context of
the digitalisation of public relations. The criminogenic potential of deepfake technologies is reviewed, and the lack of
established judicial practice is noted, which causes difficulties in classification. The main areas of criminal use of deepfakes
are analysed, including the bypassing of biometric identification systems, the use of social engineering methods, and the
creation of compromising materials. Key problems in criminal law regulation related to the classification of acts and evidence
are identified, and proposals for improving the current legislation are formulated.
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BBepenue

CrpemuTe/IbHOE pasBUTHE TeXHONOTHM HCKYCCTBEHHOIO MHTe/UIeKTa M MX akTHBHOEe WCIO/b30BaHWE B IPeCTYIHON
JlesITe/IbHOCTU  CTaBsIT Ilepe], COBPeMEHHbIM YrOJOBHBIM IPaBOM MPUHLIMIIMAALHO HOBble BbI3OBbl, CBfi3aHHble C
KBanuUKaLuel AesHUN U I0Ka3bIBaHUeM BUHBL. OCOOyI0 aKTya/lbHOCTh B 3TOM KOHTEKCTe nprobpeTaeT ¢eHOMeH auriderika,
TIOZ[PBIBAOIIMI TPaIMLIMOHHBIE TIPeACTaBIeHNS O J0Ka3aTe/bCTBaX, CPeACTBaxX U Criocobax CcoBeplieHHs mpectyruieHui [1, C.
177].

OcHOBHBIe pe3y/IbTaThl

K 2026 ropy navamadt yrpo3 nH(popMaLMoHHOW 6e30macHOCTH Tipetepren (yHIaMeHTa bHble W3MeHeHusl. [IporHo3bl
aHay/mtukoB Gartner u Europol [8], [9] moaTBepAwIMch: UCMOIb30BaHNe WCKYCCTBeHHOTO WHTensekta (M) B mpecTynHbIX
1eJIsIX Tepeluio U3 (asbl SKCIIepUMeHTOoB B (asy unaycrpuammusanuu. Ecm B Hauane 2020-X rofioB co3jjaHue KaueCTBEHHOTO
Jgundeiika TpebOBao MOLIHBIX BUJEOKapT 1 JHell peH/IepHHTa, TO cerofiHs obsaunble ceprckl Dark Web nipesiarator ycinyru
«Deepfake-as-a-Service» B pexxuMe peasbHOTO BPEMEHHU.

ITpobnema niepectana 6bITh TeopeTHueckoi. CoriacHO peTpPOCIIEKTUBHBIM AlaHHBIM oTyeta Sumsub Identity Fraud Report,
eme B 2023 rogy koimuuectBo AundeirkoB B cdepe BepuMKalMM TUYHOCTH BbIpocsio B 10 pa3, a B 2026-M MbI Oygem
HaOJIFOZIaTh MOJHYI0 aBTOMatu3aluio atak Ha cucteMbl KYC (Know Your Customer) 6aHKOB U rOCYZapCTBEHHBIX CEPBUCOB
[10].

OTO O3HayaeT, UTO MOIIEHHHWUECTBO OyZeT OCYIIeCTBIATHCS He uepe3 3apaHee 3alllCaHHble BHUJEO, a uepe3 i cueoe
ofleHre B yaTax M BUJe03BOHKax. Helipocetn OyayT criocoOHBI reHepHUpOBaTh AWAJIOTH, afANTUPYSCh K SMOLIMOHAIbHBIM
peakLysIM >KepTBbI B peajbHOM BpeMeHH [3, C. 82].

[ns moHuMaHusi MaciuTaba yrpo3bl HeoOXOAUMO 00paTHUTbCS K K/IIOUEBBIM IpeliefieHTaM, KOTOpble (OpPMHPYIOT
COBPEMEeHHYI0 CyeOHYFO MPaKTHKY, TI0Ka3bIBasi ysI3BUMOCTb IIPABOBOM CHCTEMBI.

[pecTynHeIi TIOTEHLMAA TEXHOMOTWH AWNQENK peamu3yeTcs B TpeX OCHOBHBIX HarpaBleHUsIX, KOTOpble TpeQyIoT
KBaJTM(UKALIMY C TOUKW 3peHWst yrosoBHOro mnpaga [4, C. 108]:

1. BuomeTpryecKuii B3/10M U xulleHue: 00xop cucteM FacelD u VoicelD asist focTyma K OaHKOBCKHMM CUeTaM.
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2. CouuanbHasi MH)KeHepUsi HOBOTO YPOBHSI: 3BOHKH OT «POACTBEHHUKOB» WU «TeHepasbHbIX JUPEKTOPOB» C TIOTHOM
VMMUTAaLel rojioca 1 MUMHUKH.

3. Jluckpeguranys ¥ AHTaX: CO3JaHue MOpHOrpaduuecKuxX MaTeprasaoB WM KOMIIPOMETHPYIOIIMX BHZEO C yyacTHeM
JKEpPTBBIL.

[MTokazaTenbHBIM TIPUMEPOM KPMMHHAIBLHON WH)KeHepHUH HOBOTO THIIA CTaso orpabsieHre TpaHCHALMOHAIBHON KOMITaHUH
Arup (TonkoHrckuiéi ¢umman). COTpygHMK Oyxraiatepud T[epeBesl MOIIEHHMKaM 25,6 MJIH. [IO/JIapOB  TOC/Ie
BH/leOKOH(epeHI[uY, B KOTOPOH y4acTBOBa/l (PMHAHCOBBIM JUPEKTOP U HEeCKOJbKO Kosulel. Bce y4yacTHHMKM 3BOHKA, KpoMme
JKepTBbl, ObIM Aurdeiikamy, creHepUpOBaHHBIMY B peabHOM BpPeMeHM Ha OCHOBe IMyOIMUHBIX BUZeO3aryvcell pyKOBOJCTBA
[2]. JdaHHbIi Kelic B KOHTEKCTe IIPABONPMMEHEHHsI IeMOHCTpUpYyeT Tepexof oT crartbu 159.3 YK P® (MoieHHUYECTBO C
ucrions3oBanreM OCII) k 6oree C/IOKHBIM COCTaBaMm, T7e OPYAHeM MPeCTYIIEHHs BBICTYTIAeT He MPOCTO KOJI, 8 CHHTeTHUeCKast
JINYHOCT.

AKTyanbHBIM OCTaeTCs pacrpocTpaHeHue cepBrcoB tura «Nudify» (aBTomaruueckoe yaasieHue ofeXael Ha (OTO), UTO
TPUBEJI0 K BCIUIECKY BbiMoratesibCTB [7]. IlpecTymHuku TpeOylOT BBIKYN 3a HemyO/JMKALUI0 CreHeprpOBaHHOTO
MopHOKoHTeHTa. 1o maHHbIM OBP u EBporiosia, KOJIMUeCTBO OOpaIlleHHi 10 MOBOAY «CEKCTOPIIH» C WCIO/Ib30BaHueM VU
BbIpOC/I0 Ha 300% 3a nocnenHye ABa roja.

ITpaBoriprMeHHTeIbHAS TIPAKTHKA CTaJKMBaeTcsi ¢ rpobsemoid cbopa fokasarenbCTB. OObIYHBIA OCMOTpP BHZEO03aNMUCH
cnepoBareneM 6osnbiie He 3¢dektuBeH [5, C. 107]. Ha momoIis NpuUXoAsT Crieldajiu3upOBaHHbIe POrPAMMHBIE KOMIUIEKCHI,
KOTOpBIe I0/DKHBI CTaTh 00si3aTebHBIM HHCTPYMEHTOM 3KCIIePTOB-KPUMHUHA/IVCTOB:

1. Intel FakeCatcher: nmepeass B Mupe cuctema, paboTaroias B peajbHOM BpeMeHH. [IpUHIWIT AeHCTBUS OCHOBaH Ha
¢ororutetnsmorpadun (PPG) — mporpamMma aHa/iM3upyeT MHKPOW3MEHEHMsl L[BeTa KOXKH, BbI3BaHHbIe KPOBOTOKOM. Ha
peasibHOM BUJIEO «ITy/IbC» BU/IEH Ha ITUKCEIbHOM YPOBHE, Ha Juri(eiike — OTCYTCTBYeT.

2. Microsoft Video Authenticator: aHaIM3WpyeT TPaHUIBI CMEIIEHUS ITUKCEeNeHd W apTe(akTbl CKaTWs, OLIEHUBast
BePOSATHOCTb MCKYCCTBEHHOTO BMelllaTe/IbCTBa («HMH/EKC JOCTOBEPHOCTI» ).

3. Reality Defender: wmynbtMoganbHasi miatdopma, HUCHO/Ib3yeMas B OAHKOBCKOM CEKTODe [ijis  BBISIBIEHUS
cuHTeTHYecKoro rosoca (audio deepfakes) mpu TesieoHHOM GaHKUHTE.

OpHako 370yMbIlUieHHUKH B 2026 TOAy WCIIONB3YIOT METObl «COCTsI3aTe/bHOrO 0o0yueHusi» (adversarial attacks),
CrenuanbHO L00aBIss LYMbI B BUZIE0, YTOOBI 0OMaHyTh [IETEKTOPBL. JTO CO3AaeT O@CKOHEUHYIO «TOHKY BOOPY>KEHHI».

HecmoTpst Ha pocT umciia 00LeCTBEHHO OMACHBIX AESHUM, COBEpIIaeMBbIX C HCTI0/Ib30BaHUEM AUTIPEHKOB, euHOOOpa3Hast
cypebHast MpakTHMKa 10 JAHHOW KaTeropwy Jesl B HacTosiiee BpeMsi He chopMypoBanack. Ha 3akoHOJaTe/sbHOM YDOBHE
npeJIIpUHUMA/IMCh TONBITKY YperyaupoBaTh ykasaHHyto npobnemy. B T'ocypapcrBennoit [lyme Poccuiickoit depepaiiun
BBICKa3blBa/IUCh TIPeJIO’KEHNSI O BBeleHUM YTOJIOBHOW OTBETCTBEHHOCTH 3a MWCIO/b30BaHMe AUMNGelKoB, OfHAKO IpU
00CyXX[JleHUd WHHULMaTHBbl He ObUl BbIpabOTaH OfHO3HAUHbIA TIOAXOJ, K OIpeJeneHuI0 COOTBETCTBYIOIIETO COCTaBa
TIpecTyIlIeHrsi, He ompefeneHa craths YK P® s kBammdukaluuy Takdx AesHdd. B pesynbrate mpaBONpPUMEHUTENb
BBIHY)KZIeH TIpuOeratb K KBaJMGHWKAUK 0 Yy)Ke CYIIeCTBYIOI[UM HOPMaM YrOJIOBHOTO 3aKOHA, 4TO OOYCJIOB/IMBaeT
HeoOXOMMOCTb aHa/iu3a WX TIPUMEHUMOCTH K TIPECTYIUIeHUsIM, COBEepIIaeMbIM C HCIO/B30BAHUEM TEXHOJOTHIA
CUHTETHUYeCKOr0 MeJUaKOHTEeHTa.

B poccuiickom MpaBOBOM T10Jie JesHUSI C UCIIOJIb30BaHKeM AuTpelkoB banaHcHpyroT Mexay cratbsivu 128.1 (Knesera),
207.3 (ITybnuuHOe pacmpoCTpaHeHWe 3aBeJOMO JIOKHOW wuHbopmanyu) U 159 (MollleHHUYeCTBO), OfHAKO C/IOKHOCTh
TeXHUUeCKoW arpubyruy aBTopa Aundelk-Mofeny 3aTpyfHseT pUB/ieUeHe K OTBETCTBEHHOCTU. JleliCTBYIOIIMI YTONMOBHBIH
Koziekc P® TpebyeT ajianTaliyy K peaivsM aBTOMaTU3UPOBAHHOM rpectymnHocTy [6, C. 322].

AHanu3 TMpaBONPUMEHUTE/IbHON IPaKTMKM M JIeHCTBYIOIIEr0 3aKOHOJATe/NbCTBA CBH/ETENbCTBYeT O TOM, UTO
WCII0/Ib30BaHre [uM(efiKoB B TPeCTYNHOM [JeATeJbHOCTH TIOPOXKJaeT psifi B3aWMOCBSI3aHHBIX YTOJOBHO-TIPABOBBIX MU
YTOJIOBHO-TIPOL{ECCYa/TbHBIX TIPO0IeM, TPeOYIOIIMX HOPMAaTHBHOTO pa3peLleHHs.

Tak, coBepiieHre MOIIEHHUYeCKHX W WHBIX TPeCTYIUIeHHH C MpHMeHeHWeM TeXHOJIOTWH JurerK XapaKTeph3yeTcs
TIOBBILIIEHHOHM CTeTeHbI0 MOATOTOBKY W TIPUUMHSIET 3HAUMTe/IbHBIN yiiep0d 10BepHio K [udpoBOI cpejie, OfHAKO B YTOJIOBHOM
3aKOHe OTCYTCTBYIOT CllelldasibHble KBanW(ULMPYIOLIe IIPU3HAKY, IMO3BOMSIOIMe Y4eCTb AaHHBINA CIOCOO COBeplLIeHHs
NPeCTyIUVIeHUs], B CBSI3U C ueM 000CHOBAHHBIM IIPeACTaBseTCs JonoaHeHre ctatbi 63 YK PO ronoxkeHreM O COBepIIEHHH
MPECTYIUVIEHUs] C MCIO/Ib30BAaHHUEM TEXHOJIOTMH HWCKYCCTBEHHOTO MHTeJUIeKTa A/ MO/ e/KH OMOMeTpUYeCKUX [AaHHBIX WIIH
roJoca.

OpHOBpEeMEHHO BO3HMKaeT 1pobsieMa omnpe/ie/ieHHs1 yTOJI0BHO-TIPABOBOTO CTaTyca U300pa)keHus JIML{A U TOI0Ca, KOTOphIe,
SIBMISASICb OMOMETPUYECKMMU TePCOHA/IbHBIMU JaHHBIMK, MOTYT HE3aKOHHO WCIOJb30BaThCs A/ oOyueHUs: HelpoceTed u
CO3/IaHUSI CUHTETHYECKOTO KOHTEHTa, OJHAaKO WX KOMMPOBaHWE He 00pa3yeT COCTaBa XHWILEHUS B CUIy HeMaTepuajbHOro
XapaKTepa TakuX [JaHHbBIX, UTO 06YC/IOBIMBAEeT HEOOXOJUMOCTh BBEJIEHHUsI CaMOCTOSITE/TbHOW HOPMbI, KDUMHHATH3UPYIOLIYIO
«He3akoHHOe ucro/nb30BaHue OMOMeTpHUECKHUX IapaMeTpoB JIML[A Il CO3/jaHUsl CUHTETMUEeCKOr0 KOHTEHTA, MopodYalliero
YecTb W JIOCTOMHCTBO WM MCIIO/Ib3yeMOTO B Le/sX XHIIeHUsI» W yCTaHaB/IMBAlOIIyI0 OTBETCTBEHHOCTH 3a He3aKOHHOe
HCII0/1b30BaHHe OMOMeTpHUeCKHX IapaMeTpOoB JIMLA B LieJIsiX XULeHHs JIM00 JUCKPeUTalii THYHOCTH.

CyllecTBeHHbIe 3aTpy/HEHUs] BO3HMKAIOT U Ha CTaZUy [J0Ka3blBaHMUsl, TOCKO/bKY BH3ya/bHbIM OCMOTP ay/MOBU3Ya/bHbIX
MarepuaioB CJiefloBaTeseM yTpauriBaeT 3(QeKTMBHOCTb B YCJIOBHSX HepPOCETeBOr0 CHHTe3a, uTo TpebyeT HOPMAaTHBHOTO
3aKperieHus 00s13aHHOCTH TMPOBEZIEHUsS] aBTOMAaTU3UPOBAaHHON TEXHUUECKOW SKCIepTU3bl LU(POBBIX [OKa3aTelbCTB, B TOM
YKCjie yTeM BHECEHHs] COOTBETCTBYIOIMX yTOUHeHUH B cTaTbio 74 YIIK PO.

3aK/IloueHue

Wnpycrpuamusanus KubepnpectynHoctd B 2026 rofly CTaBUT Iepef; IOPUCTaMH Y/IbTUMaTyM: MO0 MpaBoBasi CcUCTeMa
WHTerpyupyeT TexHuueckue 3HaHusl U uHCTpyMeHTHI (Liveness Detection, BogsHble 3Haku C2PA) B mpoliecc KBaau(ukaluu
MIPeCTYTUIeHUH, MO0 MbI CTOJIKHEMCSI C KPU3UCOM JIOBepHsl K t00bIM LIMGPOBLIM Ji0Ka3aresnbcTBaM. boprba ¢ aundeiikamu
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JIE)KUT He TOMbKO B Iulockocty IT, HO M B IUIOCKOCTM MOJEpHHM3alliM YroJOBHOTO 3aKOHA, KOTODBIM J[IO/DKEH UeTKO
CHUTHAJIM3UPOBATh: Kpaka LIU(POBOr0 JIMLIA — 3TO TSHKKOE MPeCTyIIIeHue.
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